Technology Planning Committee Minutes
Sept 20, 2018 	* 	9-10 AM 		* 	FM112
Attendance: Paul Chown, Jose Ramirez, Erik Sorensen, Reno Giovannetti, Tom Cossey, John Pace, Darius Kalvaitis, Cathy Cox, Courtney Loder
Update on role of TPC:
May not do resource requests any longer. May go to Budget Committee Task Force. What should be the charge of the Budget Committee and what happens with Resource Requests? Move requests to Chairs and Deans? TPC Will be involved on Tech consultants. 
We should look over requests sheet and determine what may need to be looked at @ TPC. Be Proactive. 
Tech Master Plan:
Have not had a Tech Plan since 2015. With 3 year plan we can match requests vs goals. Look over past Tech Plan for next meeting. Come with ideas.
AP/BP 3720 Acceptable use of Technology:
The Chancellor’s Office has created two new departments. Information Security Department and the Accessibility Department. The Chancellor’s Office is working to get all college on the same page and will push for similar AP/BP 3720 across the board.
CR had a Security Audit last Spring – Penetration Test. IT was provided and report and is currently working through it. Practices and Procedures will come from the Chancellor’s Office.
CR initiative – What can we do to make life easier for students –vs- Chancellor’s Office portal guard requirements. Two initiatives have to become one.  Currently laying groundwork to support single sign-on. No financial support from State to implement. Their take is CR is already receiving funding for this but they are not using it properly. Additional financial support hopefully available through Rural Communities Grant. 
BPs are generic in nature. APs are our policies. The Chancellor’s Office goal is to make all schools consistent with Security and ADA issues. Take control away from constituents and keep things consistent. 
Future Items:
· Work on Tech Master Plan
· Work on AP/BP 3720
· Consultation Items: 
· Cathy replacing KOHA. 
· Courtney – eLumin assessment committee.
· Rolling out Chrome due to development of Enterprise edition.
· [bookmark: _GoBack]Elevated Security and Privacy concerns.
